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YONETICI OZETI

Kamu idarelerinde risk yonetimi uygulamalarinin daha da gii¢lendirilmesine yonelik Hazine ve Maliye
Bakanlig1 tarafindan yiiriirliige konulan "Kamu Kurumsal Risk Yonetimi Rehberi" ile idarelerin stratejik
amag¢ ve hedeflerine ulasmalarini etkileyebilecek risklerinin tehdit ve firsat boyutlar1 géz Oniinde
bulundurularak belirlenmesi, risklerin degerlendirilmesi ve oOnceliklendirilmesi, risklere yonelik
almacak kararlarin belirlenmesi, risklerin izlenmesi ve raporlanmasi, kurumsal risk yonetimine iliskin
rol ve sorumluluklarin belirlenmesi hususlar1 agiklanarak kurumsal risk yonetiminin idarelere entegre
edilmesi amaglanmaktadir.

Bu baglamda Hazine ve Maliye Bakanlig1 tarafindan yiiriirliige konulan Kamu i¢ Kontrol Rehberine
istinaden stratejik planlamanin etkinliginin artirilmasi igin her bir hedefe iligkin risklerin tespit edilerek
analiz edilmesi ve risklere yonelik 6nlemlerin belirlenmesine ilaveten i¢ kontroliin kapsayicilig1 ¢atisi
altinda siireglere yonelik riskler ile kurumsal risklerin izlenmesi, degerlendirilmesi ve raporlanmasi
biitiinsel anlamda ele alinacak, idarelerin stratejik amag¢ ve hedeflerine yonelik risklerinin yonetilmesi
hususlarin diizenleyen Kamu Kurumsal Risk Y&netimi Rehberi hiikiimleri dogrultusunda Bakanligimiz
kurumsal risk ¢aligmalar1 hazirlik siireci Sayin Bakanimizin imzasiyla ¢ikarilan 01.03.2025 tarihli ve
2025/2 sayili Bakanlik Genelgesi ile baslatilmistir.

Mezkir Bakanlik Genelgesine istinaden 08.05.2025 tarihli ve 321745 sayili Bakanlik Makam Oluru ile
Idare Risk Koordinatérii, Birim Risk Koordinatorleri, Alt Birim Risk Koordinatdrleri, Bakanligimiz
merkez birimleri ile bagly, ilgili ve iliskili kuruluglarin temsilcilerinden miitesekkil Risk Calisma Grubu
ile 05.03.2025 tarihli ve 32832 sayili Resmi Gazetede yayimlanan Kamu I¢ Kontrol Y&netmeliginin 19
uncu maddesine istinaden i¢ Kontrol ve Risk Koordinatérleri gorevlendirilmistir.

Bu baglamda, I¢ Kontrol ve Risk Koordinatérii olarak gorevlendirilen birim temsilcileri ve Risk Calisma
Grubu tiyelerine yonelik Kurumsal Risk Yonetimi Egitimleri gergeklestirilmis, Kurumsal Risk Y onetimi
Uygulama Kitape¢ig yiiriirliige konulmus ve kurumsal risk yonetiminin Bakanligimizda etkin bir sekilde
isletilmesi icin Strateji Gelistirme Baskanliginin kendi insan kaynagiyla gelistirdigi Risk Analiz,
Degerlendirme ve izleme Uygulamasi (RADIUS) devreye alimustir.

Bakanligimiz risk yonetim siire¢lerinin Kamu Kurumsal Risk Yo6netimi Rehberindeki yiikiimliliikleri
karsilayan, kurum bazinda 6zellestirmeye ve gelistirmeye ag¢ik, kurumun risk envanterinin ve kontrol
faaliyetleri gibi kritik bilgilerin kurum disina sizmadan yonetildigi, kurulum, gelistirme ve bakim
siireglerinin sifir maliyetle gerceklestirildigi ham verilerin istenilen sekilde otomatik olarak raporlara
doniistiiriildiigii Risk Analiz, Degerlendirme ve izleme Uygulamasi araciligtyla yiiriitiilecek olmas1 hem
Bakanligimiz birimleri arasinda risk yonetim siireglerinin standartlastirilmasini saglayacak hem de
kamu kaynaklarinin verimli ve etkili bir sekilde kullanilmasinda 6nemli bir rol tistlenecektir.

Cumhurbaskanlhig1 Strateji ve Biitce Bagkanlig1 tarafindan yayimlanan Kamu idareleri igin Stratejik
Planlama Kilavuzu, stratejik planda yer alan hedef ve performans gdstergelerinin ilerleme durumlarini
izlemeye odaklanmis, stratejik plan riskleri s6z konusu kilavuzda daha statik olarak tasarlanmistir.
Kamu Kurumsal Risk Yonetimi Rehberi ile riskler statik yapidan ¢ikarilarak, diizenli ve siirekli
izlenebilen, idarelerin operasyonel risklerinin yaninda varlik sebebi olarak yiiriitiilen faaliyetlerinin
ontindeki riskleri bertaraf etmeyi ve firsatlar1 degerlendirmeyi amaglayan bir anlayisla daha dinamik ve
proaktif bir yontem benimsenmistir. Boylece stratejik planlarin performans programlart araciligiyla
biit¢e ile kurulan baglantisinin yaninda, yeni risk yaklagimiyla stratejik yonetim ¢atisi altinda biitge-
stratejik plan-i¢ kontrol {i¢lii sacayaginin gii¢lendirilmesi amaglanmaktadir. Kurumsal risk ¢alismalari
sayesinde stratejik planda yer alan riskler metinsel ifade olmanin 6tesinde kategorilendirilecek, etki ve
olasilik degerlendirmelerine tabi tutulacak, risklerin bertarafina iligkin belirlenen kontrol faaliyetleri
periyodik olarak izlenecek, birimler arasi is birliginin saglanmasi ve kurumsal risk profilinin
olusturulmasi ile de risk kiiltiiriiniin yayginlastirilmasi saglanacaktir.



Bu ¢ergevede, Bakanligimizda kurumsal risk yonetiminin yol haritasi niteliginde olan Risk Strateji
Belgesinin yeni bir yaklasimla ortaya konulmasinda emegi gegen ¢alisma arkadaslarima, kurumsal risk
caligmalarinda sorumluluklarin1 yerine getirerek 6nemli g¢iktilarmm alimmasina katki sunan harcama

birimlerimize desteklerinden &tiirii ayrica tesekkiir eder Risk Strateji Belgesinin Bakanligimiza hayirl
olmasini temenni ederim.

Dr. Omer ERDEM
Strateji Gelistirme Baskam V.



BIRINCI BOLUM
1. Amag

26/12/2007 tarihli ve 26738 sayili Resmi Gazete'de yayimlanan Kamu I¢ Kontrol Standartlari
Tebliginde yer alan 5 ve 6'nci1 standartlar kapsaminda kamu idarelerinde i¢ kontrol sisteminin bir pargasi
olarak planlama, programlama ve biitceleme iliskisi ile bunlara iligkin risklerin belirlenmesi ve
degerlendirilmesi hususlarma yer verilmistir. S6z konusu diizenleme, Bakanligimizin hedeflerinin
gergeklesmesini  engelleyecek risklerin tanimlanmasi, analiz edilmesi ve gerekli Onlemlerin
belirlenmesine yonelik risk degerlendirme standartlarini icermektedir. Hazine ve Maliye Bakanligi
tarafindan yayimlanan Kamu I¢ Kontrol Rehberinde stratejik planlarin etkinliginin arttirilmasi igin
hedeflerin belirlenmesi asamasinda her bir hedefe iliskin risklerin tespit edilerek analiz edilmesi ve
risklere yonelik onlemlerin belirlenmesine iligkin acgiklamalar yer almaktadir. Bunun yaninda kamu
idarelerinde risk yoOnetimi uygulamalarinin daha da giiclendirilmesine yonelik Hazine ve Maliye
Bakanlig1 tarafindan yiiriirlige konulan "Kamu Kurumsal Risk Y&netimi Rehberi" ile idarelerin stratejik
amag¢ ve hedeflerine ulagmalarimi etkileyebilecek risklerinin tehdit ve firsat boyutlar1 géz oniinde
bulundurularak belirlenmesi, risklerin degerlendirilmesi ve onceliklendirilmesi, risklere yonelik
alinacak kararlarin belirlenmesi, risklerin izlenmesi ve raporlanmasi, kurumsal risk yonetimine iliskin
rol ve sorumluluklarin belirlenmesi hususlar agiklanarak kurumsal risk yonetiminin idarelere entegre
edilmesi amaclanmaktadir.

Risk Strateji Belgesi, Enerji ve Tabii Kaynaklar Bakanligi’nin stratejik amag ve hedefleri ile bunlara
bagl faaliyetlerin siirdiiriilmesini  engelleyebilecek olan risklerin  belirlenmesi, risklerin
degerlendirilmesi, risklere yonelik alinacak kararlarin belirlenmesi ile risklerin izlenmesi ve
raporlanmasi siirecine iliskin yontemi belirlemek amaciyla hazirlanmistir.

2. Kapsam
Bu belge, Enerji ve Tabii Kaynaklar Bakanligi’nin risklerinin yonetim siirecini kapsar.
3. Dayanak

Bu Belge, 10.12.2003 tarihli ve 5018 say1li Kamu Mali Yo6netimi ve Kontrol Kanunu, Kamu I¢ Kontrol
Yénetmeligi, Kamu I¢ Kontrol Standartlar1 Tebligi, Kamu I¢ Kontrol Rehberi, Kamu Kurumsal Risk
Yonetimi Rehberi ile ilgili diger mevzuata dayanilarak hazirlanmistir.

4. Yiiriirlik

Bu belge iist yonetici onayi ile yiiriirliige girer.
5. Risk Yonetiminin Hedefleri

Risk yonetimi;

e Olumsuz durumlarla karsilagma ihtimalinin en aza indirilmesini ve risklere karsi hazirlikli
olunmasini,

o Stratejilerin daha saglikli belirlenmesini,

e Bakanlik ¢alisanlarinin risk yonetimi konusunda bilgilerinin arttirilmasini,

o Giiglii ve zayif yonler ile firsat ve tehditlerin belirlenmesini,



e Birolay meydana geldikten sonra olaym olumsuzluklarimi giderici 6nlemler alan yonetim sekli
yerine olay meydana gelmeden, olayin olusmasini engelleyici 6nlemler alan yonetim seklinin
saglanabilmesini,

e Kaynaklarin etkili, ekonomik ve verimli tahsis ve kullaniminin teminini,

e Risklerin yonetilmesi ve zararlarinin azaltilmasini,

e  Gergeklestirilen faaliyetlerin mevzuata uygunlugunun saglanmasini,

e Stratejik amag¢ ve hedeflerin gergeklestirilmesine yonelik gorev ve sorumluluklarin yerine
getirilmesini,

e Performansin risk odakli takip edilmesi ve hesap verilebilirligin saglanmasini,

e Bakanlik faaliyetlerinin kesintisiz devam etmesini,

e Bakanligin hizmet sunumunda vatandaslarin ve calisanlarin memnuniyetinin arttirilmasini
hedefler.

6. Bakanh@gimz Risk Yénetimi Ilkeleri

Hazine ve Maliye Bakanlhig1 tarafindan yiiriirliige konulan, Kamu I¢ Kontrol Rehberine istinaden
stratejik planlamanin etkinliginin artirilmasi i¢in her bir hedefe iliskin risklerin tespit edilerek analiz
edilmesi ve risklere yonelik 6nlemlerin belirlenmesine ilaveten i¢ kontroliin kapsayiciligi catisi altinda
siireglere yonelik riskler ile kurumsal risklerin izlenmesi, degerlendirilmesi ve raporlanmasi biitiinsel
anlamda ele alinacak, Bakanligimizin stratejik amag¢ ve hedeflerine yonelik risklerinin yonetilmesi
hususlarimi diizenleyen Kamu Kurumsal Risk Y6netimi Rehberi hiikiimleri dogrultusunda Bakanligimiz
Kurumsal Risk Caligmasi1 01.03.2025 tarihli ve 2025/2 sayili Bakanlik Genelgesi ile baglatilmustir.

S6z konusu rehberlerde kurumsal risk yonetiminin etkin bir sekilde uygulanabilmesinin, Bakanligimizin
mevcut is siireglerinin ve raporlama mekanizmalarinin dogru sekilde ¢alismasina bagli oldugu, kurumsal
risk yonetimi siireglerinin sade, esnek ve uygulanabilir olmasi ve diger temel siireglerle (stratejik
planlama, performans yonetimi, insan kaynaklar1 yonetimi vb.) birlikte planlanmasi ve yliriitiilmesinin
onem arz ettigi vurgulanmaktadir. Stratejik planin etkinliginin artirllmasi ve stratejik planda yer alan
amag¢ ve hedeflere ulasmada engel olusturan risklerin yonetilmesinin ancak kurumsal risk yonetimi
anlayisinin stratejik yonetim siireci ile biitiinlesik olarak ele alinmasiyla miimkiin olacagi
degerlendirilmektedir.

Bahsi gecen rehberlerde yer alan "Kurumsal Risk Yonetimi yaklagimi kapsaminda gerceklestirilecek
caligmalarin sadece belirli bir birimin, yoneticinin ya da c¢alisanin gorevi olarak algilanmamasi" ve
"Caligmalar, strateji gelistirme biriminin koordinasyonunda iist yonetici bagkanliginda, hedeflerle
iligkili gorev ve sorumlulugu bulunan birim yoneticilerinin katilimiyla organize edilir." hiikiimlerinde
belirtildigi {izere baslatilacak olan Kurumsal Risk ¢aligsmalarinin basarisi biiyiik 6l¢iide Bakanligimizin
tiim ¢aliganlar tarafindan sahiplenilmesi ve siirecin katilimci bir yaklagimla yonetilmesine baglidir.

Bakanlik amag ve hedeflerinin gergeklestirilmesini ve hizmet sunmasini engelleyebilecek veya hizmet
kalitesini diisiirebilecek, i¢ ve dis paydaslarin Bakanliga olan giivenini sarsabilecek, yolsuzluga meydan
verebilecek, faaliyetlerin mevzuata aykiri yiiriitiilmesine ve kaynak kaybina sebep olabilecek her tiirlii
olay risk olarak degerlendirilir.

e Risk yonetim Siireci, Bakanligin her kademedeki yonetici ve personel ile birlikte tasarlanir ve
uygulanir.

o Riskler, ger¢ceklesme ihtimali ve gerceklesmesi halinde ortaya ¢ikacak sonuglarin etkileri g6z
ontinde bulundurularak 6l¢iiliir.

e Riskler; stratejik amag ve hedefler, siiregler, alt siiregler ve birimin faaliyetleri itibariyla ayri
ayr1 analiz edilir.
Risk yonetimi hesap verilebilir, seffaf ve giivenilir olmalidir.

o Riskler, ger¢ceklesme ihtimali ve gerceklesmesi halinde ortaya ¢ikacak sonuglarin etkileri goz
ontinde bulundurularak 6l¢iiliir.



Risk yonetim siireci, faaliyetlerin niteligine uygun tasarlanir ve uygulanir.

Risk yonetimi siirecinin, sistematik bir sekilde izlenmesi, raporlanmasi ve degerlendirilmesi
esastir.

Risk yonetimi, {ist yonetimden, her bir birimdeki galisanlara kadar Bakanlikta gorevli herkesin
sorumlulugundadir.

Karar verme asamalarina destek saglamak iizere, risk yonetimi siireci; basta stratejik planlama,
programlama ve biit¢eleme siiregleri olmak iizere, is planlama ve operasyonlarin yonetimi gibi
stireclere entegre edilir.

Risklerin gerceklesme ihtimali ve muhtemel etkileri degerlendirilerek alinacak tedbirler
belirlenir.

Risk yonetimi dongiisi, stratejik plan hazirlik asamasinda amag ve hedeflerin belirlenmesi ile
baglayan ve amag ve hedeflerin 6ngoriildiigii sekilde gerceklesip gergeklesmediginin analiz
edilmesi ile sonuglanan biitiin asamalarda dikkate alinir.

Risk yonetimi siireci, Bakanligin i¢ kontrol ve kurumsal yonetim diizenlemelerinin ayrilmaz
bir parcasidir.

Kurumsal risk ¢aligmalarinin koordine edilmesi, bu husustaki toplantilarin organizasyonu,
Bakanlik i¢i ve disi iletisimin saglanmasi, her tirlii resmi yazigmalarin yapilmasi vb.
hususlardaki koordinasyon siireci SGB tarafindan yiiriitiiliir.

Her bir galisan, gorev alani ¢ergevesinde risklerin yonetilmesinden (risklerin tespit edilmesi,
degerlendirilmesi, cevap verilmesi, gdzden gegirilmesi ve raporlanmasi) sorumludur.

Risk Strateji Belgesi, uygulanmakta olan stratejik plan donemini kapsayacak sekilde hazirlanir,
yillik olarak goézden gegirilir ve gerekli goriildiigiinde giincellenir.

Bakanligimizin risk yonetim siireglerinin tiim birimlerde esgiidiim halinde yiiriitiilmesini
teminen stratejik amag¢ ve hedeflere yonelik riskleri belirlemek, risklere yonelik alinacak
tedbirleri ve ilave kontrol faaliyetlerine iligkin ¢aligsmalar1 yiiriitmek, SGB koordinasyonunda
Bakanligimizin Risk Strateji Belgesi'ni olusturmak ve bu belgeye iliskin izleme ve raporlama
faaliyetleri kapsaminda talep edilen bilgileri SGB'ye gondermek iizere; uygulanmakta olan
stratejik plandaki amag ve hedeflerde sorumluluklar: bulunan Bakanligimiz merkez birimleri
ile bagl, ilgili ve iliskili kuruluslarin, gérev yaptig1 birim/kurulusu temsil edebilecek ve
caligmalara katkida bulunabilecek bilgi birikimine ve tecriibeye sahip temsilcilerinden "Risk
Calisma Grubu" olusturulmustur.

Risk Calisma Grubunda goérevlendirilen temsilciler ¢alisma boyunca SGB ile diizenli bir
sekilde bilgi ve belge paylasiminda bulunarak uyum i¢inde ¢alisarak, verilecek egitimlere ve
koordinasyon toplantilarina aktif katilim saglayacak ve bu ¢aligmalar i¢in yeterli zaman ayirir.
Risk Calisma Grubu'mun Bakanligimiz merkez birimlerinde gorev yapan lyeleri, ¢alistiklar:
birimlerin birim, siire¢, faaliyet risklerinin ve bu risklere iligkin kontrol faaliyetlerinin
belirlenmesi, bu risklerden kurumsal risk seviyesine taginacaklarin tespiti ve SGB
koordinasyonunda yiiriitiilecek diger i¢ kontrol ¢alismalarina katkida bulunur.

Risk Calisma Grubu ile Bakanligimiz stratejik planinin hazirlanmasi ¢aligsmalarini koordine
eden Stratejik Planlama Ekibi birlikte ¢alisarak stratejik yonetim ve kurumsal risk yonetimi
stireclerinin esgiidiim halinde yiiriitiilmesi saglar.

Risk Calisma Grubu'nun yani sira, kurulmasi halinde, alt ¢alisma gruplarinda da Bakanligimiz
birimleri ile bagli, ilgili ve iligkili kuruluslar tarafindan tiyeler gorevlendirilir.

Calismalar iist diizeyde yonlendirmek iizere, Bakanligimizin risk yonetiminin gelistirilmesine
iligkin siirecin ana asamalar1 ve c¢iktilarin1 kontrol ederek Risk Strateji Belgesi'nin
olusturulmasindan, Strateji Gelistirme Bagkanliimin baglhh oldugu Bakan Yardimcisi
baskanliginda, Merkez Teskilat1 Harcama Birim Amirlerinden miitesekkil "i¢c Kontrol Izleme
ve Yonlendirme Kurulu (IKIYK)" sorumludur ve unvan/gorev degisikligi olmas1 durumunda
ilgili goéreve atananlar dogrudan IKiYK iiyesi olarak gorevlendirilmis olur.
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IKINCI BOLUM
1. Risk Yonetimi Siireci

Kurumsal risk yonetimi, Bakanligimizin, stratejik ama¢ ve hedeflerini gerceklestirmelerini
etkileyebilecek olay veya durumlari; biitiinciil bir bakis agisiyla belirlemeleri, etki ve olasiliklarin
degerlendirmeleri, 6nem derecelerine gore Onceliklendirmeleri, risklere yonelik alinacak kararlar
belirlemeleri ile riskleri izleme ve raporlamalarina dayanan kapsamli, tekrar eden ve sistematik bir
stirectir.

2. Risklerin Belirlenmesi

Kurumun organizasyon yapisi, yonetim kadrosu degisikligi, teknolojik gelismeler, mevzuat
degisiklikleri ve ekonomik gelismeler gibi sebepler dolayisiyla kurumun sorumluluklart artabilir,
stratejik amac¢ ve hedeflerinin yeniden gézden gecirmesi gerekebilecegi gibi yeni risklerin de ortaya
¢ikmasina neden olabilir. Stratejik Planda harcama birimlerince plan donemini kapsayan (5 yil) hedefler
bazinda riskler belirlenmistir. Bu risklerin envantere kaydedilmesi, risklerin degerlendirilmesi,
onceliklendirilmesi ve izlenmesi Risk Analiz, Degerlendirme ve Izleme Uygulamasi (RADIUS)
araciligryla yapilacaktir.

2.1. Risk Evreni ve Hiyerarsisi

Kamu Idareleri I¢in Stratejik Planlama Kilavuzunda belirtildigi {izere, stratejik planlama kapsaminda
gergeklestirilen durum analizi kurumsal risk yonetimi ¢aligmalarinin da baglangi¢ noktasidir. Durum
analizi ile Bakanligimizin tabi oldugu i¢ ve dis gevre, gerceklestirdigi faaliyetler, sundugu hizmetler ve
maruz kalinabilecek riskler belirlenir.

Durum analizi kapsaminda;

e Kurulus i¢i analiz ile insan kaynaklarinin yetkinligi, kurum kiiltiirii, teknolojik altyapi, fiziki
kaynaklar ve mali kaynaklar degerlendirilir.

e PESTLE analizi ile idareye etkisi olabilecek politik, ekonomik, sosyal, teknolojik, yasal ve
cevresel dis etkenler belirlenir.

e GZFT analizi ile idarenin giiclii ve zayif yonleriyle Bakanligimiz disinda olusabilecek firsat ve
tehditler tespit edilir.

Idareye odaklanacag alanlari tespit etmesine, olasi risk kaynaklarini goz ardi etmemesine ve riskleri soz
konusu ana odak noktalar1 ¢er¢evesinde takip etmesine yardimei olan risk evreni; riskleri ig riskler ve
dis riskler olmak iizere iki ana odakla ele alir.

I¢ Riskler: Bakanligimizin faaliyetlerini gergeklestirirken maruz kalabilecegi ve stratejik amag ve
hedeflerine ulagsmasim etkileyebilecek risklerdir.

Dis Riskler: Bakanligimizin kontrolii disinda gergeklesen olaylar sonucunda maruz kalabilecegi,
stratejik amag ve hedeflerine ulagmasini etkileyebilecek risklerdir.

I¢ ve dis riskler, temel olarak operasyonel, finansal, stratejik, uyum, itibar, teknolojik ve proje riskleri
olarak alt kategorilerde degerlendirilir. Bakanligimiz faaliyetleri ve ihtiyaclar1 dikkate alinarak ilave
kategoriler (giivenlik riskleri, ¢evresel riskler, idareler arasi koordinasyon eksikliginden kaynaklanan
riskler vb.) belirlenebilir.

Risklere iligkin alt kategorileri ve agiklamalarina agagida yer verilmektedir:

Stratejik Riskler: Idarenin stratejik amag ve hedef secimlerinden dolay1 maruz kalabilecegi risklerdir.
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Operasyonel Riskler: Bakanligimizin faaliyetlerinin mevzuata uygun, zamaninda, etkili, ekonomik ve
verimli bir sekilde yiiriitiilmesini etkileyebilecek risklerdir.

Finansal Riskler: idarenin finansal yapisim ve finansal faaliyetlerini siirdiirmek igin ihtiya¢c duydugu
kaynaklar etkileyebilecek risklerdir.

Uyum Riskleri: Idarenin mevzuata, i¢ ve dis diizenlemelere uygun islemler yapmasin etkileyebilecek
risklerdir.

Itibar Riskleri: idareye duyulan giiveni veya kamuoyundaki imajim etkileyebilecek risklerdir.

Teknolojik Riskler: Teknolojik gelismeler ve idarenin kullandigi teknolojilerden kaynaklanan
risklerdir.

Proje Riskleri: Idarenin stratejik amag¢ ve hedeflerine ulasmak iizere gergeklestirmekte oldugu
projelerle iliskili olan risklerdir.

3. Risklerin Degerlendirilmesi

Kurumsal risk yonetimi yaklasiminda, risklerin belirlenmesinden sonraki adim, risklerin
degerlendirilmesidir. Risklerin degerlendirilmesi, risk seviyelerinin belirlenmesini ve risklerin
onceliklendirilmesini kapsar. Kurumumuz i¢in her risk esit diizeyde 6neme sahip degildir. Bu ylizden
risk seviyeleri belirlenmeli ve Onceliklendirme islemi yapilmalidir. Bu kapsamda kaynaklar etkili,
ekonomik ve verimli kullanilmis olur. Risk seviyelerinin belirlenmesi, risklerin etki ve olasilik
seviyeleri ile idarenin mevcut risk yonetimi faaliyetlerinin yeterliligi goz Oniinde bulundurularak
risklerin kendi aralarinda siniflandirilmasidir.

3.1. Risklerin Etki ve Olasilik Seviyelerinin Belirlenmesi

Risk seviyelerinin belirlenmesi asamasinda, oncelikle risklerin etki ve olasilik seviyeleri puanlanarak
dogal risk seviyesi belirlenir. Ardindan Bakanligimizin s6z konusu risklere yonelik yiiriitmekte oldugu
mevcut risk yonetimi faaliyetlerinin yeterliligi degerlendirilerek, dnceliklendirmede esas alinacak risk
seviyesine ulasilir.

Risk seviyelerinin belirlenmesinde dikkate alinan faktorlerden etki, riskin ger¢eklesmesi halinde idare
iizerinde yaratacagi olumlu ya da olumsuz tiim sonuglara riskin etki seviyesi denilmektedir. Risklerin
etki seviyesi besli 6lgekte degerlendirilir. Etki seviyesi belirlenirken riskin nereden kaynaklandigina dair
degerlendirmeler yapilmalidir. Etki degerlendirmesinde risklerin finansal, operasyonel, itibar, uyum ve
stratejik etki kriterleriyle ele alinmas1 miimkiindiir. Belirlenen riskin birden fazla etki kriterinin olmasi
durumunda, en yiiksek etki seviyesine sahip kriter géz oniinde bulundurulmali ve o kriterin puan1 esas
almmalidir.

Belirli bir zaman dilimi igerisinde bir olay/durumun meydana gelme ihtimaline olasilik denir. Riskin
olasilik seviyesi besli 6lgekte ele alinir.

Risk seviyelerinin belirlenmesinde etki ve olasilik seviyeleri puanlanarak dogal risk seviyesi belirlenir.
Puanlama, Etki Seviyeleri Tablosu ve Olasilik Seviyeleri Tablosu temel alinarak gergeklestirilir.
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ETKi PUANI ETKI SEVIYESI

Cok Yiiksek

AGIKLAMA

Idarenin stratejik amag ve hedeflerine ulasamamasina, stratejik
amag ve hedeflerinden ¢ok ciddi derecede sapmasina veya
idare tarafindan sunulan hizmetlerin uzun siire duraklamasina
neden olabilecek olay veya durumlar

Yiiksek

Idarenin stratejik amag ve hedeflerinden 6nemli derecede
sapmasina veya idare tarafindan sunulan hizmetlerin 6nemli bir
stire duraklamasina neden olabilecek olay veya durumlar

Orta

Idarenin stratejik amag ve hedeflerinden kabul edilebilir
derecede sapmasina veya idare tarafindan sunulan hizmetlerin
belirli bir stire duraklamasina neden olabilecek olay veya
durumlar

Diisiik

Idarenin stratejik amag ve hedeflerine ulasmasinda diisik
seviyede etkisi olabilecek olay veya durumlar

Idarenin stratejik amag ve hedeflerine ulasmasinda ¢ok dsiik,
kolaylikla gézlemlenemeyecek seviyede etkisi olabilecek olay
veya durumlar

Tablo 1: Etki Seviyeleri

Risklerin etki ve olasiliklarinin degerlendirilmesinde etki i¢in “Cok Diisiik”, “Diistik”, “Orta”, “Yiiksek”
ve “Cok Yiiksek”; olasilik i¢in “Cok Zayif Olasilik”, “Zayif Olasilik”, “Olas1”, “Yiiksek Olasilik” ve
“Neredeyse Kesin” olmak iizere besli 6lgek kullanilir.

OLASILIK OLASILIK
PUANI SEVIYESI

Neredeyse
Kesin

ACIKLAMA

Stratejik amag ve hedefe ulasilmasi 6ngoriilen stirede
gergeklesme olasiligi neredeyse kesin olan olay veya
durumlar

Yiiksek
Olasilik

Stratejik amag ve hedefe ulasiimasi 6ngérilen sirede
gerceklesme olasiligi yiiksek olan muhtemel olay veya
durumlar

Olasi

Stratejik amag ve hedefe ulasilmasi 6ngortilen stirede
gerceklesme olasiigr miimkin olay veya durumlar

Zayif
Olasilik

Stratejik amag ve hedefe ulasiimasi 6ngériilen siirede
gerceklesme olasiligi diistik olmakla birlikte imkansiz
olmayan olay veya durumlar

Cok Zayif
Olasilik

Stratejik amag ve hedefe ulasiimasi 6ngériilen sirede
gerceklesme olasiligi pek muhtemel olmayan olay veya
durumlar

Tablo 2: Olasilik Seviyeleri

3.2. Dogal Risk Puaninin / Seviyesinin Hesaplanmasi

Dogal risk seviyesi, idare tarafindan riske yonelik herhangi bir ilave risk yonetimi faaliyeti
uygulanmadan 6nceki risk seviyesidir. Dogal risk seviyesi, etki ve olasilik puanlarinin ¢arpimi ile

hesaplanir.

Dogal Risk Puant = Etki Puani x Olasilik Puant
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20,25 -. GOK YUKSEK
12,1516 > YUKSEK
6,8,9,10 -

3,4,5 - pUsSUK

1,2 --' COK DUSUK

Tablo 3: Dogal Risk Seviyeleri

3.3. Mevcut Risk Yonetimi Faaliyetlerinin Degerlendirilmesi

Mevcut risk yonetimi faaliyetleri Bakanligin stratejik amag ve hedeflerine ulagmasini etkileyebilecek
risklere yonelik halihazirda uygulanan faaliyetlerdir. Mevcut risk yonetimi faaliyetlerinin yeterliligine
iligkin simiflandirmaya asagidaki tabloda yer verilmektedir.

MEVCUT RiSK
YONETIMI YETERLILIK
FAALIYETLERININ  KATSAYISI
YETERLILIGI

0,1

ACIKLAMA

Riski yonetmek icin idare biinyesinde riskin olasihgini (6nleyici risk
yonetimi faaliyetleri mevcuttur) ve/veya etkisini (risk gerceklestiginde
uygulanacak acil eylem planlari mevcuttur) azaltmaya yonelik olarak

yeterli seviyede risk yonetimi faaliyetleri tasarlanmis ve isletilmektedir.

Mevcut risk yonetimi faaliyetlerinin etkin tasarlandigi ve isletildigi
konusunda st yonetimin makul glivencesi (i¢ denetim ve/veya
Sayistay raporlariyla da desteklenen) bulunmaktadir.

04

Riski yonetmek icin yurttilen mevcut risk yonetimi faaliyetleri kismen
yeterlidir. S6z konusu risk yonetimi faaliyetlerinin riskin etkisini
ve/veya olasiligini azaltmaya yonelik olarak gelistirilmesi veya ek
onlemlerin tasarlanmasi gerekmektedir. Bu durum i¢ denetim veya
Sayistay raporlari ile de desteklenmektedir.

0,8

Mevcut risk yonetimi faaliyetleri riskin seviyesini kabul edilebilir
seviyeye indirecek sekilde tasarlanmamis veya isletiimemektedir.
Riskin etki ve olasilik seviyeleri g6z 6ntinde bulundurularak bunlari
azaltmaya yonelik 6nlemler alinmasi gerekmektedir.

YETERLI 1
DEGIL

Riski yonetmek iin tasarlanmis ve isletilen herhangi bir risk yonetimi
faaliyeti bulunmamaktadir.

Ek olarak, idarenin kontroltinde olmayan dis risklerin mevcut olmasi
veya bir riske yonelik gerceklestirilebilecek ilave bir risk yonetimi
faaliyetinin idarenin inisiyatifi ve yetkisi dahilinde alinamiyor olmasi
mevcut risk yonetimi faaliyetlerinin yeterli olmadigini géstermektedir.

Tablo 4: Mevcut Risk Yonetimi Faaliyetlerinin Yeterliligine Iliskin Stiflandirma
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3.4. Artik Risk Seviyesinin Hesaplanmasi

Artik risk seviyesi, riskin etkisini ve/veya olasiligini azaltmak i¢in kurum tarafindan yiiriitiilen mevcut
risk yonetimi faaliyetlerinden sonra arta kalan risk seviyesini ifade eder.

Artik risk seviyesi hesaplanirken dogal risk seviyesi ile mevcut risk yonetimi faaliyetlerinin yeterliligi
birlikte degerlendirilir. Artik risk seviyesi, dogal risk puani ile mevcut risk yonetimi faaliyetlerinin
yeterlilik katsayisinin ¢arpimi ile hesaplanir.

Artik Risk Puant
= Dogal Risk Puani x Mevcut Risk Yonetimi Faaliyetlerinin Yeterlilik Katsay:ist

ARTIK ARTIK

RISK SEVIYESI RISK PUANI ACIKLAMA

idarenin cok yiiksek derecede riske maruz kaldigini ifade eder.
ilave risk ydnetimi faaliyetleri gerceklestiriimez ise idarenin
stratejik amag ve hedeflerine ulasamamasi s6z konusudur.
Acilen Ust yonetimin dikkatine sunulmasi ve takibi gerekir.

(«e] Q1YW 20 <= Risk Puani <= 25

idarenin yiiksek derecede riske maruz kaldigini ifade eder.
ilave risk yonetimi faaliyetleri gerceklestirilmez ise

12 <=Risk Puani < 20 idarenin stratejik amag ve hedeflerine ulasmasini nemli
olgtide engelleyebilir/geciktirebilir. Acilen tist yonetimin
dikkatine sunulmasi ve takibi gerekir.

idarenin orta derecede riske maruz kaldigini ifade eder.
idarenin stratejik amag ve hedeflere ulasmasini
engelleyebilir/ geciktirebilir. Yonetimin takip etmesi
gerekir.

6 <=Risk Puani < 12

idarenin stratejik amag ve hedeflerini gerceklestirmesini
3 <=Risk Puani<6 ©Onemlidlctiide engellemez/geciktirmez. Zaman icindeki
gelisimlerinin takip edilmesi yeterlidir.

idarenin stratejik amac ve hedeflerini gerceklestirmesini
Risk Puani < 3 engellemez/geciktirmez. Zaman icindeki gelisimlerinin
takip edilmesi yeterlidir.

Tablo 5: Artik Risk Seviyesi Siniflandirmast

Artik risk seviyesi yiiksek ve ¢cok yiiksek olan riskler igin oncii risk gostergeleri belirlenir.

3.5. Risklerin Onceliklendirilmesi

Oncelikli risklerin tespiti, stratejik amag ve hedeflere ulagiimasina yonelik giivencenin artirilmasi ve
kamu kaynaklarinin etkili, ekonomik ve verimli kullanilmasi agisindan 6nem tasimaktadir. Risklerin
etki ve olasilik seviyeleri ile kurumun mevcut risk yonetimi faaliyetleri géz oniinde bulundurularak
ulasilan artik risk seviyeleri lizerinden riskler 6nceliklendirmeye tabi tutulur.

Harcama birimleri, kendileri i¢in 6nemli gordiigii riskleri etki ve olasilik seviyesinden bagimsiz olarak
onceliklendirmeye tabi tutabilir. Idare tarafindan maruz kalinabilecek riskler, degisen i¢ ve dis kosullara
bagli olarak zaman i¢inde degisim gosterir. Bu nedenle, tanimlanan, 6lgiilen ve 6nceliklendirilen riskleri
etkileyebilecek degisimler mutlaka g6z 6niinde bulundurulmalidir.

Risklerin onceliklendirilmesinde g6z oOniinde bulundurulmasi gereken hususlara asagida yer
verilmektedir:

e Hedef bazinda belirlenen risk istahi sinirina yaklagan riskler 6ncelikli olarak ele alinir.
Cok yiiksek ve yiiksek seviyeli riskler 6ncelikli olarak degerlendirilir.

o Tek basina yiiksek veya ¢ok yiiksek kategorisine girmeyen bir risk diger risklerle birlestiginde
kurumun stratejik amag ve hedeflerini etkileyebilecek bir risk haline doniisebilir. Dolayisiyla,

15




risklerin degerlendirilmesi asamasinda birbirleriyle olan etkilesimlerin gbéz Oniinde
bulundurulmasi gerekir.

e Bakanligimizin s6z konusu riske karsi dayaniklilik diizeyi ile riske konu olayin/durumun
gergeklesmesi halinde ortaya ¢ikan zararlarin telafisi i¢in ihtiyag duyulacak siire risk seviyesini
etkileyecektir.

e Bakanligimiz tarafindan belirlenen risklerin dnceliklendirilmesi, kurumun farkli kademelerine
gore degiskenlik gosterebilir.

e Riskin 6znel bir kavram oldugu yadsinamaz ise de risklerin 6nceliklendirilmesinde, yonetici
ve ¢alisanlarin kisisel risk algilar1 yerine kurumun ortak risk algis1 belirleyici olmalidir.

e Kurumun birden fazla birimini ilgilendiren risklerin yonetimi SGB koordinasyonunda
saglanmalidir.

e Bakanligimiz tarafindan maruz kalinabilecek riskler, degisen i¢ ve dis kosullara bagli olarak
zaman i¢inde degisim gosterir. Bu nedenle, tanimlanan, 6lciilen ve dnceliklendirilen riskleri
etkileyebilecek degisimler mutlaka g6z 6niinde bulundurulmalidir.

3.6. Oncii Risk Gostergeleri

Artik risk seviyesi tamimlandiktan ve riskler Onceliklendirildikten sonra oOncii risk gdstergeleri
belirlenmelidir. Artik risk seviyesi yiiksek ve ¢ok yiiksek olarak tanimlanan riskler i¢in Oncii risk
gostergeleri belirlenir. Oncii risk gostergeleriyle idare, risklerini somut veriler iizerinden daha etkin
sekilde izler. Oncii risk gostergeleri, idarenin riskler gerceklesmeden once gerekli ilave risk yonetimi
faaliyetleri gergeklestirerek riske dayanikliligini artirmasina yardimei olur.

Bir hedef altinda tanimlanan performans gostergelerinin bir kismi ya da tamami ayn1 zamanda ayni
hedef altinda tanimlanan riskin takibi icin ORG olarak kullanilacaktir.

Oncii risk gostergeleri, kurumun stratejik amag ve hedeflerini etkileyebilecek kritik onemdeki risklerin
takibinde kolaylik saglar.

Bakanligimizda, oncii risk gostergelerini belirlerken dikkat edilmesi gereken hususlara asagida yer
vermistir:

e Oncii risk gostergeleri, stratejik amag ve hedefler ile bunlar1 gergeklestirmeye yonelik
ylriitiilen faaliyetlerle uyumlu olmalidir.

Oncii risk gostergesi agik, anlasilir ve dlgiilebilir sekilde tanimlanmalidir.

Oncii risk gdstergelerinin performans gdstergeleriyle uyumuna dikkat edilmelidir.

Oncii risk gostergeleri RADIUS ta Oncii Risk Gostergesi Takip Formu araciligiyla kaydedilir.
ORG hedefinden sapma durumunda ilave bir risk yonetimi faaliyeti belirlenebilir.

4. Risklere Yonelik Alinacak Kararlarin Belirlenmesi
4.1. Risk Istahinin Belirlenmesi

Risk istah1 (risk alma istekliligi), Bakanligimizin stratejik hedefleri dogrultusunda kabul etmeye hazir
oldugu en yiiksek risk seviyesidir. Kurum i¢in, hangi seviyenin {izerindeki risklerin kabul
edilemeyeceginin belirlenmesine iliskin yol gdsterici rol oynar. Ust yonetici tarafindan hedef bazinda
belirlenir.

Yiiksek risk istahinin yiiksek kayiplara neden olabilecegi algisi ile gereginden diisiik seviyede risk istah1
tanimlamasi idarenin firsatlar1 degerlendirmesine engel teskil edebilir. Risk istah seviyesinin gereginden
yiiksek tanimlanmasi da idarenin dayanabileceginden fazla risk alarak stratejik amag¢ ve hedeflerine
ulasmada basarisiz olmasma ya da stratejik ama¢ ve hedeflerine ulasirken beklenmeyen maliyetlere
katlanmasina neden olabilir.

Risk istahi, dogrudan hedefi gerceklestirme istegini degil, hedefe ulasirken ne kadar riskin goéze
alinabilecegini gosterir. Risk istahi, kurumun hedefine ulagmak i¢in ne diizeyde belirsizlik veya kayip
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riskini kabul ettigidir. Hedefe iligkin risk istah1 yiikseldikg¢e kabul edilen risklerin sayis1 artarken risklere
iliskin kontrol faaliyetlerinin sayis1 azalir. Hedefe iliskin risk istah1 azaldikca kurumun o hedefe
ulasirken daha az risk almayi tercih etmesi s6z konusudur. Giivenli ve kontrollii bir ilerleme tercih edilir.
Yani bir hedef mutlaka ger¢eklestirilmek isteniyorsa, ortaya ¢ikacak risklere iliskin kontrol faaliyetleri
tanimlanmalidir. Bu kontrol faaliyetleri ek maliyet getirebilir ya da ortaya c¢ikabilecek firsatlardan
yararlanilmasini engelleyebilir. Risk istahinin yiliksek oldugu durumlarda ise hedef gerceklestirilirken
ortaya cikabilecek risklere iliskin daha esnek bir yaklasim uygulanir. Risklere iliskin kontrol
faaliyetlerinin uygulanma esigi yiikseltilir, boylece ortaya ¢ikabilecek potansiyel firsatlarin 6nii agilmis
olur ve bu kontrol faaliyetlerinin ek maliyetine katlanilmak durumunda kalinmaz. Ancak hedefin
basariya ulagmasi konusunda mutlak kararlilik gosterilmemis olur. Kamu kurumlarinda risk yonetimi
stratejik plan gibi iist politika belgelerine dayandigindan firsatlar1 degerlendirmek pahasina hedeften
vazgecmek gibi bir temayiil olugsmamasi i¢in risk istahlari belirlenirken gilivenli alanda kalinmasi tavsiye
edilmektedir.

Kurum bu agsamada, risk istah1 basta olmak {izere fayda/maliyet gibi diger faktorleri de goz oniinde
bulundurarak risklere yonelik kararlar alir.

Risklere yonelik alinabilecek kararlar 4 ana grupta siniflandirilir:

Riskten Kacinmak: Riskin gergeklesmesi halinde karsilanacak tehditler ve firsatlarin degerlendirilmesi
ve degerlendirme sonucunda riske neden olabilecek olay veya durumlardan kagimlmasidir. idarenin,
riskin ger¢eklesmesi halinde maruz kalabilecegi zararlari, kabul edilebilir bir seviyeye indirecek ilave
risk yonetimi faaliyeti olusturamadigi durumlarda tercih edilir.

Riski Devretmek: Riskli oldugu degerlendirilen faaliyetlerin tamamen ya da kismen, kurum disinda
diger uzman kamu idarelerine veya tedarik suretiyle yapilan alimlarda {iglincii kisilere/firmalara
devredilmesidir.

Riski Kabul Etmek: Riskin gergeklesmesi halinde karsilagilacak tehditler ve firsatlar ile riskin
yOnetilmesi igin katlanilacak maliyetlerin degerlendirilmesi sonucunda herhangi bir ilave risk yonetimi
faaliyetinin uygulanmamasina karar verilmesidir.

Kabul edilen riskler, soz konusu risklerin zaman iginde kabul edilebilir seviyede kaldigindan emin
olunmasi amaciyla uygun goriilen periyotlarla degerlendirilmelidir.

Riski Azaltmak: Riskin gergeklesmesi halinde olusacak zararin risk istah seviyesine gore kabul
edilebilir bir diizeye indirilmesi igin, ilave risk yonetimi faaliyetlerinin belirlenmesi ve uygulanmasidir.

Riskin azaltilmasi i¢in tanimlanan ilave risk yonetimi faaliyeti kimi durumlarda birden ¢ok sayida riski
kabul edilebilir seviyeye indirebilir. Bazi durumlarda ise bir riskin azaltilmasi i¢in birden fazla risk
kararmin ayni anda alinmasi ve uygulanmasi gerekebilir.

Riskin azaltilmasi kararmin segilmesi durumunda, bir sonraki asama riskin etki ve olasiligini azaltacak
ilave risk yonetimi faaliyetlerinin tanimlanmasidir.

Risklerin azaltilmasi kapsaminda uygulanacak risk yonetimi faaliyetleri 4 grupta siniflandirilabilir:

— Yonlendirici risk yonetimi faaliyetleri: Bilgilendirme, davranis sekli belirleme gibi dolayl
faaliyetler ile risklerin azaltilmasina yonelik risk yonetimi faaliyetleridir. Calisanlara egitim
verilmesi, brosiir, afis veya el kitab1 hazirlanmas1 yonlendirici risk yonetimi faaliyetlerine
ornek olarak verilebilir.

—  Onleyici risk yonetimi faaliyetleri: Istenmeyen durumlarin meydana gelmesini 6nleyen risk
yonetimi faaliyetleridir. Bilgi teknolojisi sistemlerine erisim yetkilerinin galisanlarin gorev
tanimlar ile uyumlu olacak sekilde tanimlanmasi dnleyici risk yonetimi faaliyetlerine drnek
olarak verilebilir. Gorev tanimi bazinda olusturulacak yetkilendirme sayesinde, sisteme
yetkisiz erigimlerin ve yetkisiz islemlerin 6niine gegilebilir.
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— Tespit edici risk yonetimi faaliyetleri: Ger¢eklesmis ancak istenmeyen bir durumun tespit
edilmesini saglayan risk yonetimi faaliyetleridir. Hazirlanan raporlarin gézden gegirilmesi
veya sistemde olusturulan yetki tanimlamalarinin periyodik olarak kontrol edilmesi tespit
edici/ortaya ¢ikarici risk yonetimi faaliyetlerine 6rnek olarak verilebilir.

— Diizeltici risk yonetimi faaliyetleri: Gergeklesen ancak istenmeyen sonuglarin diizeltilmesi
yahut telafi edilmesi i¢in tasarlanmis olan risk yonetimi faaliyetleridir. Bilgi teknolojileri
sistemlerine yonelik olusturulan acil durum eylem planlari veya kurtarma programlari diizeltici
risk yonetimi faaliyetlerine 6rnek olarak verilebilir.

Risklerin azaltilmasi kararinin se¢ilmesi durumunda, riskin etki ve olasiligini azaltacak ilave risk
yonetimi faaliyetleri tanimlanarak RADIUS araciligiyla kaydedilir.

[lave risk yonetimi faaliyetleri uygulandiktan sonra artik risk, kabul edilebilir bir seviyede ise ilgili risk
icin yeniden ilave risk yOnetimi faaliyeti gergeklestirilmesine gerek olmayip, riskin izlenmesi yeterli
olacaktir. Idarenin mevcut risk yonetimi faaliyetlerine ragmen hesaplanan artik risk hala kabul edilebilir
seviyede degilse, ilave risk yonetimi faaliyetlerinin belirlenmesi ve uygulamaya alinmasi gerekir.

Risklere yonelik tanimlanacak ilave risk yonetimi faaliyetleriyle risklerin etki ve olasilik seviyelerinin
azaltilmasi, boylece risklerin gerceklesmesi halinde maruz kaliacak zararlarin azaltilmasi miimkiindiir.

Risklere yonelik alinacak kararlarin belirlenmesinde s6z konusu risklerin hangi kok nedenlerden
kaynaklandiginin belirlenmesi 6nem tasimaktadir. Risklerin belirlenmesi adiminda tanimlanan kok
nedenler, risk yonetimi ¢aligmalarinin sonraki asamalarinda risklere yonelik alinacak kararlarin dogru
ve yeterli bir sekilde belirlenmesine de yardimci olur.

Riske yonelik alinacak kararlar etkileyen faktorler agagida siralanmaktadir:

a) Fayda ve Maliyet Degerlendirmesi: Riski yonetmek i¢in uygulanacak kararin maliyeti ile
riskin kabul edilmesi durumunda katlanilacak maliyetin karsilastirilmasi, hangi risk kararinin
tercih edilecegi konusunda belirleyici olmaktadir. S6z konusu degerlendirme yapilirken,
yOnetim tarafindan, alternatif kararlarin olas1 fayda ve maliyetleri birlikte degerlendirilmelidir.
Bu noktada, segilen risk kararindan elde edilecek faydanin bu kararin uygulanmasi igin
harcanacak kaynaktan fazla olmasi gerekmektedir.

b) Risk Istahi ve Risk Onceligi: Risk istahi, idarenin hedefleri ve ilgili riskleri gergevesinde ne
oOlgiide risk alan veya ne Olglide risklerden kagman bir yapida oldugu ile iligkilidir. Risk
degerlendirmeleri sonucu elde edilen risk seviyelerinin hedef bazinda belirlenmis olan risk
istah seviyeleri ile karsilastirilmasi risklere yonelik hangi kararlarin alinacagi konusunda
yonlendirici olmaktadir.

c) Yasal Diizenlemeler: Riske yonelik alinacak kararlarin belirlenmesi asamasinda, tabi olunan
yasal diizenlemeler dikkate alinir.

d) Paydas Beklentileri: idarenin, dogrudan ya da dolayl olarak etkilesim i¢inde oldugu taraflarin
beklentilerini géz Oniinde bulundurmasi ve oncelikli risklere yonelik alacagi kararlari bu
cercevede degerlendirmesi gerekir. Risk kararlarinin belirlenmesinde ilgili tiim taraflarin
beklentileri, idarenin misyon, vizyon, temel degerleri, stratejik amac ve hedefleri ile bir biitiin
olarak degerlendirilmeli ve bu degerlendirme sonrasinda uygun ilave risk yonetimi faaliyetleri
tanimlanmalidir.

e) Etki ve Olasihk Seviyeleri: ilave risk yonetimi faaliyeti tanimlanirken géz oniinde
bulundurulmasi gereken faktorlerden biri de mevcut risk yonetimi faaliyetlerinin o riskin etki
ve olasilik seviyelerini hangi Olclide azalttigidir. Artik risk seviyesi agisindan bakildiginda,
olasilik seviyesi diisiik, etki seviyesi yiiksek olan riskler icin etkiyi azaltmaya yonelik ilave
risk yonetimi faaliyeti; olasilik seviyesi yiiksek etkisi diisiik riskler i¢in ise olasilik seviyesini
azaltmaya yonelik ilave faaliyetler tanimlanmalidir.
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5. Risklerin Kayit Altina Alinmasi

Kurumsal risk yonetimi yaklasiminda, stratejik amag ve hedeflere ulasilmasini etkileyebilecek riskler
belirlenirken, degerlendirilirken, 6nceliklendirilirken ve risklere yonelik kararlar belirlenirken RADIUS
uygulamasi kullanilir. RADIUS uygulamasi araciligiyla riskler yilda iki kez periyodik olarak gézden
gecirilir ve gerektiginde gilincellenir. Yeni belirlenen, degisen veya giincelligini yitiren riskler de
RADIUS uygulamasi iizerinden takip edilir.

5.1. Yeni Riskler

Stratejik amag ve hedefleri etkileyebilecek yeni bir risk tespit edilmesi halinde en kisa siirede RADIUS
iizerinden “Yeni Tespit Edilen Riskler i¢in Anlik Bildirim Formu” kullanilarak Idare Risk
Koordinatériine (IRK) bildirim yapilmalidir. Bildirim, Alt Birim Risk Koordinatorii tarafindan Birim
Risk Koordinatdriine iletilmek iizere I¢ Kontrol ve Risk Koordinatoriine gonderilir. I¢ Kontrol ve Risk
Koordinatériiniin degerlendirmesinden sonra risk envanterine eklenmesi onerilen riskler Idare Risk
Koordinatorii ve SGB’ye iletilmek tizere Birim Risk Koordinatdriine sunulur. Birim Risk Koordinatorii
tarafindan uygun bulunan riskler konsolide edilmek tizere SGB'ye gonderilir. SGB tarafindan konsolide
edilen yeni risk ekleme onerileri Idare Risk Koordinatériine sunulur. IRK kendisine bildirilen yeni riski,
bildirim yapan Birim Risk Koordinatérleri ile degerlendirerek, riskin tek bir birimi mi yoksa birden fazla
birimi mi ilgilendirdigine karar verir. Tanimlanan yeni risk tek bir birimi ilgilendiriyorsa ilgili BRK’dan
riskin degerlendirilmesi ve riske yonelik kararlarin iletilmesini talep eder. Riskin birden fazla birimi
ilgilendirmesi durumunda ilgili tim BRK’lar ile bir toplant1 diizenlenerek riskin degerlendirilmesi ve
riske yonelik kararlarm alinmasi saglanir. IRK tarafindan degerlendirilen riskler, risk envanterine “yeni
risk” olarak eklenir ve raporlama dénemlerinde i¢ Kontrol izleme ve Y®6nlendirme Kuruluna sunulur.

5.2. Degisen Riskler

Organizasyon yapisinda, siireglerde, teknolojide, ekonomide ve mevzuatta meydan gelen degisiklikler
takip edilir, bu degisimlerin mevcut riskler lizerindeki etkileri gdzden gegirilir, gerektigi durumlarda
RADIUS iizerinden Degisen Riskler i¢cin Anlhik Bildirim Formu kullanilarak risk tanimlari, etkileri,
olasiliklart riske yonelik alinan kararlar ve ilave risk yonetimi faaliyetleri gézden gegirilir. Degisen
riskler Alt Birim Risk Koordinatérii tarafindan Birim Risk Koordinatoriine iletilmek iizere i¢ Kontrol
ve Risk Koordinatoriine gonderilir. i¢ Kontrol ve Risk Koordinatériiniin degerlendirmesinden sonra
risklere iliskin degisiklik onerileri Idare Risk Koordinatérii ve SGB’ye iletilmek {izere Birim Risk
Koordinatoriine sunulur. Birim Risk Koordinatorii tarafindan uygun bulunan degisiklikler konsolide
edilmek iizere SGB'ye gonderilir. SGB tarafindan konsolide edilen risk degisiklik &nerileri Idare Risk
Koordinatoriine sunulur. Risk envanterinde degisen risklerin “riskin giincellik durumu” alan1 “degisen
risk” olarak isaretlenerek risklerin degisim nedenlerine iliskin “agiklama” alanminda bilgi verilir ve
raporlama dénemlerinde I¢ Kontrol izleme ve Y6nlendirme Kuruluna sunulur.

5.3. Gegerliligini Yitiren Riskler

Gegerliligini yitiren riskler Alt Birim Risk Koordinatorii tarafindan Birim Risk Koordinatoriine iletilmek
iizere I¢ Kontrol ve Risk Koordinatoriine gonderilir. i¢ Kontrol ve Risk Koordinatdriiniin
degerlendirmesinden sonra Idare Risk Koordinatoérii ve SGB’ye iletilmek iizere Birim Risk
Koordinatoriine sunulur. Birim Risk Koordinatorii tarafindan ilgili risk degerlendirildikten sonra
konsolide edilmek iizere SGB'ye gonderilir. SGB tarafindan konsolide edilen risk Idare Risk
Koordinatoriine sunulur. Risk envanterinde gegerliligini yitiren riske iliskin “riskin glincellik durumu”
alan1 “gecerliligini yitiren risk™ olarak isaretlenerek riskin gecerliligini yitirmesine iliskin “a¢iklama”
alaninda bilgi verilir ve raporlama dénemlerinde i¢ Kontrol izleme ve Yénlendirme Kuruluna sunulur.
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5.4. Azaltilan ve Devredilen Riskler

Riske yonelik alinan kararin riski azaltmak veya riski devretmek olmasi durumunda belirlenen ilave risk
yonetimi faaliyetleri RADIUS araciligiyla IRK’ya bildirilmek iizere SGB’ye iletilir. Azaltilan ve
devredilen riskler i¢in “riskin giincellik durumu” alani “azaltilan ve devredilen risk™ olarak isaretlenir.

5.5. Kabul Edilen Riskler

Yiksek ve ¢ok yiiksek seviyedeki riskler igin riske yonelik alinan kararin riski kabul etmek olmasi
durumunda riskler idare Risk Koordinatorii tarafindan uygun gériilen periyotlarla izlenir ve yeniden
degerlendirme ¢alismalar1 gergeklestirilir.

5.6. Gerceklesen Riskler

Kritik 6nemdeki bir riskin gergeklesmesi durumunda ilgili birim yoneticisi gecikmeksizin {ist yoneticiye
bildirim yapar. Ilgili riskin dnceden belirlenmis olan acil eylem plam veya diizeltici ilave risk yonetimi
faaliyetleri ivedilikle uygulamaya aliir ve diizeltici faaliyetlerin sonuglar1 Birim Risk Koordinatorii
tarafindan Idare Risk Koordinatdriine raporlanur.

5.7. Cok Yiiksek ve Yiiksek Seviyeli Riskler (ORG Takibi)

Cok yiiksek ve yiiksek seviyeli artik riskler, yilda iki kez RADIUS iizerinden Oncii Risk Gostergeleri
Takip Formu araciligiyla gdzden ge¢irilmek ve giincellenmek suretiyle izlenir.

6. Risklerin izlenmesi ve Raporlanmasi
6.1. Risk izleme Seviyeleri

Kurumsal risk yonetimi yaklasiminin uygulanmasindan nihai olarak iist yonetici sorumludur. Bununla
birlikte, tiim calisanlarin risklerin yonetilmesi konusunda farkli seviyelerde de olsa sorumluluklari
bulunmaktadir.

Izleme faaliyetleri siirekli izleme, yonetim izlemesi ile bagimsiz izleme ve inceleme olmak iizere ii¢
farkl seviyede gerceklestirilir.

6.1.1.Birinci Seviye - Siirekli izleme

Birinci seviye olan siirekli izlemenin amaci, risk tanimlamalarmin dogrulugunu ve yeterliligini, risk
yoOnetimi faaliyetlerinin etkililigini, risklerin etki ve olasilik seviyelerinin gecerliligini, belirlenen ilave
risk yonetimi faaliyetlerinin dogru ve zamaninda gerceklestirildigini, uygulanmasi kararlastirilan ilave
risk yonetimi faaliyetlerinin etkililigini, degisen siire¢lere istinaden yeni risk tanimlamalarinin
yapildigini, risk seviyelerinin ve risk raporlamalariin uygun seviyede ve periyotlarda
gergeklestirildigini teyit etmektir.

Stirekli izleme sorumlulugu birim ydneticileri (Birim Risk Koordinatorleri ve Alt Birim Risk
Koordinatérleri) basta olmak iizere tiim galisanlara aittir. lgili siireg; giinliik faaliyetlerde yeni olusan
risklerin, daha once belirlenmis fakat gesitli nedenlerle seviyesi veya niteligi degisen risklerin,
gecerliligini yitiren risklerin ve gerceklesen risklerin ilgili I¢ Kontrol ve Risk Koordinatdrleri
araciligiyla Birim Risk Koordinatorleri sorumlulugunda SGB’ye raporlanmasi ile gergeklestirilir. Birim
Risk Koordinatorlerinin siirekli izleme konusunda sorumlulugu bulunmaktadir. Alt Birim Risk
Koordinatorleri ilgili olduklar1 birimlerde risklerin siirekli izlenmesi, risklere karsi kararlastirilan ilave
risk yonetimi faaliyetlerinin gerceklestirilmesi ve takip edilmesi konularindan sorumludur.
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6.1.2. Ikinci Seviye - Yonetim izlemesi

Kurumsal risk yonetiminin benimsenmesi ve etkin sekilde uygulanmasi icin iist yonetim tarafindan
stirecin sahiplenilmesi gerekmektedir. Kurumsal risk yonetimine iligkin uygulanmasi kararlastirilan
ilave risk yonetimi faaliyetlerinin iist yonetim tarafindan gozetimi Bakanligimiza ii¢ dnemli yarar
saglamaktadir:

e Risk kiiltiiriinii yayginlastirir.
e Olas1 hatalarin veya yanlis degerlendirmelerin zamaninda diizeltilmesini saglar.
e Kurumsal risk yonetimi konusunda yeterliligi saglayarak giiven insa eder.

Kurumsal risk yonetimi yaklagiminin yayginlastirilmasinda ve risklerin izlenmesi siirecinde temel
sorumluluk iist yéneticiye aittir. Ust ydnetici, Bakanligimizin risk yonetimi konusunda en iist diizeyde
yetkilidir ve risk yonetimi igin gerekli yapilar1 olusturarak gérev ve sorumluluklart agikga belirler. Ust
Yonetici izleme sorumlulugunu IKIYK, SGB ve Birim Risk Koordinatorleri, Alt Birim Risk
Koordinatérleri, I¢ Kontrol ve Risk Koordinatorleri ve Risk Calisma Gruplar1 vasitastyla yerine getirir.

Riskler; Risk Analiz, Izleme ve Degerlendirme Uygulamasi (RADIUS) araciligiyla izlenir ve yilda iki
kez raporlanir. Belirlenen izleme siirelerine istinaden SGB tarafindan konsolide edilen raporlar Idare
Risk Koordinatérii tarafindan i¢ Kontrol izleme ve Yonlendirme Kurulu’nun (IKIYK) uygun gériisiine
ve onayina sunulur. Raporlar, RADIUSa girilen verilerin islenmesi suretiyle olusturulur.

6.1.3. Ugiincii Seviye - Bagimsiz izleme ve inceleme

Ucgiincii seviye olan bagimsiz izleme ve inceleme faaliyetleri, i¢c denetgiler tarafindan yiiriitiiliir.

I¢ denetimin risk yonetimindeki temel rolii, risk yonetimi yaklasimmin idarenin amagclarini
gergeklestirmek iizere etkili bir sekilde uygulandigina dair {ist yonetime objektif ve makul bir giivence
saglamaktir. i¢ denetgiler, risk yonetimi siireclerinde bagimsiz izleme ile risk yonetimi faaliyetlerinin
etkili bir bicimde yiiriitiildiigiine dair giivence saglarlar. Ayn1 zamanda risk yonetiminin gelistirilmesi
konusunda yonetime danigsmanlik hizmeti de verebilirler. Ancak riskleri fiilen yonetmek suretiyle
yonetim sorumlulugu almaktan kaginmak zorundadirlar.

6.2. Risk Izlemenin Kapsami

Risklerin izlenmesi, kurumsal risk yonetimi uygulamalarinin islerligi ve stirdiiriilebilirligi ile kurumun
stratejileri ve hedeflerine ulasabilmeleri acisindan 6nemli bir asamadir. izleme siirecinin siireklilik
saglayacak sekilde tesis edilmesi ile kurumun, stratejik amag¢ ve hedeflerine ulagsmasini etkileyebilecek
riskler siirekli olarak takip edilir. Bakanligimizda yapilacak kurumsal risk ¢alismalar Stratejik Plan
degerlendirme galigsmalari ile uyumlu olarak gerceklestirilmelidir.

Riskler, degisen i¢ ve dis kosullara bagli olarak zaman i¢inde degisim gosterebilir veya yeni riskler
ortaya ¢ikabilir. Bakanlhigimizda riskler, yilda iki kez olmak iizere; degisen yonetim ve siire¢ yapisi,
teknolojik gelismeler, mevzuat degisiklikleri ve ekonomik gelismeler gibi ana degisim faktorleri dikkate
alinarak RADIUS araciligiyla gozden gecirmek ve giincellenmek suretiyle izlenir. Risk seviyeleri ve
onceliklerinde veya kurumun riske yaklasimi ile risk igtah seviyesinde degisiklikler olabilir. Daha 6nce
etkili olan risk yonetimi faaliyetleri hedeflerle uyumsuz hale gelebilir, faaliyetler yetersiz kalabilir veya
kullanilamaz hale gelebilir, risklere karsi uygulanmasi kararlagtirilmis olan ilave risk yonetimi
faaliyetleri planlandigi gibi uygulanamayabilir. Bu nedenle kurumsal risk yonetimi yaklagimim
etkileyebilecek ana degisim faktorleri goz dniinde bulundurulmalidir.

- Degisen Yonetim ve Siire¢ Yapisi: Idarenin organizasyon yapisinda, faaliyet alanlarinda,
kullandig1 kaynaklarda, yonetim sekli ve kadrosunda meydana gelen degisikliklerin kurumsal
risk yonetimi gergevesine de yansitilmasi gerekir. Bu degisikliklerle birlikte kurumun stratejik
yaklasimi ve risk istah1 degisime ugrayabilir.
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- Teknolojik Gelismeler: Teknolojik yeniliklerin ortaya ¢ikmasi ile riske verilen tepkiler ve
gergeklestirilecek ilave risk yonetimi faaliyetleri degisebilir. Daha 6nce manuel olarak kontrol
edilen verilerin kontrolii sistem tarafindan gergeklestirilen otomatik kontrollere
dondstiirtilebilir. Ya da daha dnce degerlendirilmeye alinmayan bir risk, teknolojik yenilikler
nedeniyle kritik hale gelebilir. Gegmis yillarda hi¢ giindemde olmamasina ragmen teknolojinin
gelismesi ve yayginlagmasi ile siber giivenlik riski oncelikli risklerden biri haline gelebilir.

— Mevzuat Degisiklikleri ve Ekonomik Gelismeler: Mevzuat degisiklikleri ve ekonomideki
gelismeler kurumun faaliyetlerine yansiyabilir, kurumun yiikiimliiliiklerini artirabilir, stratejik
amag ve hedeflerinin yeniden gézden gegirilmesini gerektirebilir.

Bu ve benzeri degisimlerin kurumsal risk yonetimi yaklasimi ile kurum amag ve hedefleri iizerindeki
etkileri gboz Oniinde bulundurulmali, bunun i¢in de izleme faaliyetleri etkin tasarlanmali ve
yonetilmelidir.

6.3. Risklerin Raporlanmasi

Kurumsal risk yonetiminde risklerin raporlanmasi; risk sahipliginin desteklenmesi ve risk kiiltiiriiniin
yayginlagtirilarak risklerin sistematik bir sekilde izlenmesi i¢in 6nemli bir agsamadir. Buna ilave olarak,
karar alma mekanizmalarinin igletilebilmesi i¢in etkili bir risk raporlama yapisinin kurulmasi 6nem arz
etmektedir.

Etkin bir iletisim ve raporlama yapisinin kurulmasi igin;

e Tiim calisanlar Bakanlhigin risk stratejisi ve kendi rol ve sorumluluklarinin kurumsal risk
yOnetimi icerisinde nasil konumlandig1 konusunda bilgi sahibi olmalidir.

e Karar verme asamasinda risklerin g6z Onilinde bulundurulmasina iliskin yaklagim,
Bakanligimizin tiim kademelerine yayilmalidir. Karar verme mekanizmasini desteklemek
amaciyla risklerin takibi, giinliik is yapis bi¢iminin bir pargasi haline getirilmelidir.

Etkili ve hizli bilgi akisinin saglanabilmesi i¢in agik iletisim kanallar1 kurulmalidir.

Risk raporlari igerisinde yer alan bilgiler agik ve anlasilir olmalidir.

Raporun yapilacagi yonetim seviyesine gore risklerin dnceliklendirilmesi ve gruplandirilmasi
raporlama siirecinin verimli isletilmesini saglayacaktir.

e Ust yoneticinin kurumsal risk y&netimine bakis acgisinin ve desteginin, yoneticilerin ve
calisanlarin kurumsal risk yoOnetimine verdigi onem {izerinde biiyiik etkisinin oldugu
unutulmamalidir. Bu nedenle, raporlama ve izleme faaliyetlerinin etkili bir bi¢imde
gergeklestirilmesi icin iist yonetici tarafindan seffaf bir iletisim ve raporlama yapisi kurulmasi
gerekir.

Faaliyet raporlari, stratejik plan ve performans programlarina iliskin stratejik amag ve hedeflere ulagilma
diizeylerini, ama¢ ve hedeflerde meydana gelen degisiklikler ile karsilasabilecek risklere ve bunlara
yonelik alinmasi gereken tedbirlere yer verilmek amaciyla yillik olarak hazirlanir ve kamuoyu ile
paylastlir.

Yillik faaliyet raporu igerisinde, gerceklestirilen risk yonetimi faaliyetlerine yonelik 6zet bilgilere (genel
hatlariyla uygulanan kurumsal risk yonetimi yaklagimi, kurumsal risk yonetimi faaliyetlerinin kurum
performansina etkisi, kurumsal risk yonetimi faaliyetlerinin kurum biinyesinde gelisimi kapsaminda
hazirlanan istatistiklere, vb.) yer verilmelidir. Idarelerin kritik olan risklerinin faaliyet raporlarinda yer
alip almayacagina iliskin karar iist yoneticinin inisiyatifindedir.
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Tablo 6: Risk Izleme ve Raporlama Tablosu

. izleme/
Aciklama Izleme izleme Y éntemi Raporlama Raporu [Formu Raporu/Formu Sunan Raporunv/Formur.l
Seviyesi Sikhign Hazirlayan Sunuldugu Merci
Birinci RADIUS - Yeni Birim Risk Koordinatérii (BRK), Alt Idare Risk Koordinatorii ie Kontrol izleme ve
veni Riskler | Sevive - Tespit Edilen Riskler | Yeni Risk Birim Risk Koordinatdrii (ARK), i¢ (IRK) \?t‘mlen dirme Kurulu
Stirekli I¢in Anlik Bildirim Olustugunda Kontrol ve Risk Koordinatdrii, Risk s
. (IKIYK)
Izleme Formu Calisma Grubu
Birinci .. Birim Risk Koordinatérii (BRK), Alt . .
Degisen Seviye - RADIUS - Degisen : S Birim Risk Koordinatorii (ARK), ¢ Idare Risk Koordinatérii eK ontrol Izleme ve
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b)

6.3.1.Siirekli izleme (Birinci Seviye) Kapsaminda Raporlama

Tespit Edilen Yeni, Degisen, Gerceklesen ve Gecerliligini Yitiren Risklerin
Raporlanmasi: Organizasyon yapisinin, is siireclerinin, bilgi teknolojileri altyapisinin veya
tabi olunan yasal diizenlemelerin degismesi sonucu yeni riskler ortaya gikabilmekte, risklerin
sikligi, etkisi veya niteligi degisebilmekte veya var olan riskler gecerliligini yitirebilmektedir.
Yeni risklerin tespit edilmesi veya risklerde degisiklik olmasi halinde bu durum Alt Birim Risk
Koordinatdrii tarafindan Birim Risk Koordinatdriine iletilmek iizere i¢ Kontrol ve Risk
Koordinatédriine génderilir. I¢ Kontrol ve Risk Koordinatoriiniin degerlendirmesinden sonra
riskler Idare Risk Koordinatorii ve SGB’ye iletilmek iizere Birim Risk Koordinatériine sunulur.
Birim Risk Koordinatorii tarafindan uygun bulunan riskler konsolide edilmek iizere SGB'ye
gonderilir. SGB tarafindan konsolide edilen riskler Idare Risk Koordinatoriine sunulur. Yeni,
degisen, gergeklesen veya gegerliligini yitiren tim riskler ile ilgili giincellemeler risk
envanterine kaydedilir ve raporlama ddénemlerinde i¢ Kontrol izleme ve Yonlendirme
Kuruluna sunulur.

Oncii Risk Gostergelerinin (ORG) Takibi ve Raporlanmasi: Kritik nemdeki riskler icin
atanan oncii risk gostergelerinin belirlenen araliklarla {ist yonetime raporlanmasi ve siirekli
izlemeye tabi tutulmalar1 saglanir. IRK, birimlerden gelen oncii risk gosterge sonuglarii
konsolide ederek iist yonetime raporlamalidir. Ilgili raporlama; ORG’nin sonuglarini, ORG
hedefinden sapma olup olmadigin1 ve ne kadarlik bir sapma oldugunu, mevcut sapma
nedenlerini, sapma durumunda ilave bir risk yoOnetimi faaliyetinin gerceklestirilip
gergeklestirilmeyecegini, gerceklestirilecek ise bu faaliyetlerin neler oldugunu icerecek sekilde
“Oncii Risk Gostergesi Takip Formu” iizerinden yapilmalidir. Gostergelerde bir sapma olmasi
durumunda riskin tanimi, olasilik ve etkisi, dogal ve artik risk seviyesi degerlendirilmeli ve
gerekirse RADIUS iizerinden “Degisen Riskler i¢cin Anlik Bildirim Formu” kullanilarak
giincelleme yapilmalidir. Revizyon gerekliligine IRK ile BRK birlikte karar vermeli ve
giincelleme ilgili Birim Risk Koordinatorleri tarafindan yapilmalidir.

6.3.2.Yonetim izlemesi (ikinci Seviye) Kapsaminda Raporlama

Yonetim izlemesi (ikinci seviye) kapsaminda kurumsal risk yonetiminde etkin bir raporlama yapisinin
kurulmasini teminen RADIUS ile konsolide edilen risk verileri islenerek basta Ust Yonetici olmak iizere
I¢ Kontrol izleme ve Yoénlendirme Kurulu ve Birim Risk Koordinatérlerinin bilgilendirilmesi
saglanacaktir.

a)

b)

Riski Azaltmak Adina Tammlanan ilave Risk Yonetimi Faaliyetlerinin Takibi ve
Raporlanmasi: Riske yonelik alinacak kararin riski azaltmak olmasi durumunda riske yonelik
ilave risk yoOnetimi faaliyetleri tamimlanir, bu ilave risk yonetimi faaliyetlerini yerine
getirmekten sorumlu faaliyet sorumlular1 ve faaliyetin baslangi¢/tamamlanma tarihleri
belirlenir.

Tgili raporda;

Ilave risk yonetimi faaliyetleri icin yapilan planlamaya uygun olarak hayata gegirilemeyen,
yonetimin dikkatini ¢cekmesi gereken veya karar almasini gerektiren konulara,

Ilave risk yonetimi faaliyetlerinin tamamlanma durumuna,

Hayata gecirilen ilave risk yoOnetimi faaliyetlerinin etkililigine yonelik bilgilere yer
verilmelidir.

Risk Yonetimi Takip Raporu: Risk envanterinin gbézden gegirilmesi ve giincellenmesi

caligmalar sirasinda idarenin risk kiitiigiindeki tiim riskler gozden gegirilerek giincel durumlari
degerlendirilir. Tlgili raporda yer almasi gereken hususlar sunlardir:
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o Artik risk seviyesi yiiksek ve ¢ok yiiksek riskler ve bu risklere yonelik gerceklestirilen

ilave risk yonetimi faaliyetleri,

Gergeklesen riskler ve bunlara uygulanan yonetim faaliyetleri,

Oncii risk gostergelerinin sonuglari, gdstergelerden sapmalar ve sapma nedenleri,

Artik risk seviyesi orta ve diigiik olarak tanimlanan riskler, ilgili risklerde meydana gelen
degisimler ve degisim nedenleri,

e Dogal risk seviyesi ¢cok yiiksek ve yiiksek olan fakat mevcut risk yonetimi faaliyetleri ile
diisiik ve orta seviyesine indirilen riskler, bu risklere dair mevcut yonetim faaliyetlerinde
bir degisiklik olup olmadigi, degisiklik olmus ise bu degisikliklerin risk seviyeleri
tizerindeki etkisi,

o Etkisi ¢ok yiiksek, olasilig1 diisiik olan riskler, ilgili risklerde meydana gelen degisimler ve
degisim nedenleri,

o Riske yonelik alinacak karar olarak “kabul et” karar1 verilen riskler.

Yapilan degerlendirme neticesinde “Kurumsal Risk Yonetimi Takip Raporu” olusturulur ve
IKIYK ya sunulur.
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UCUNCU BOLUM

1. Rol ve Sorumluluklar

Bakanlik igerisinde gorev, yetki ve sorumluluklarin belirlenmesi, kisilerin kurumun politika ve
uygulamalar1 baglaminda kendilerinden beklenenleri agik bir sekilde bilmeleri, yatay, dikey ve kurum
dis1 iletisime uygun bir iletisim mekanizmasinin bulunmasi iyi bir kontrol ortaminin geregidir. Goérev
ve sorumluluklarin uygun, yetkin ve yetkilendirilmis kisilere verilmesi kurumun risk yénetimi igin giiglii
bir alt yapi1 olusturacaktir. Bu kapsamda gorev, yetki ve sorumluluklar ana hatlariyla tanimlanmis olup
tiim ¢alisanlar risk yonetiminden sorumludur.

1.1. Ust Yonetici

Enerji ve Tabii Kaynaklar Bakanligi Kurumsal Risk Yonetimi’nin uygulanmasindan iist yonetici
sorumludur.

Ust yénetici;

Kurumsal risk yonetiminin olusturulmasi, uygulanmasi, izlenmesi ve gerekli tedbirlerin
zamaninda alinmasinin saglanmasindan,

Bakanligin ama¢ ve hedefleri dogrultusunda risklerin yonetilmesi konusunda stratejinin
belirlenmesini saglamak ve bu stratejinin nasil uygulanacagini gosteren Risk Strateji Belgesi
(RSB)’ni onaylayarak, sdz konusu belgeyi tiim ¢alisanlara duyurmaktan,

RSB’de risk yénetimi igin bu belge kapsaminda gerekli yapilar1 (IKIYK gibi) olusturarak
gorev ve sorumluluklari agikca belirlemekten,

Kurumsal risk yonetiminin uygulanmasi i¢in gerekli yapilarin olusturulmasi ve s6z konusu
yapilarin rol ve sorumluluklarinin belirlenmesi ile uygulama rol ve sorumlulugu bulunan
personelin tesvik edilmesinden,

Stratejik amac¢ ve hedeflerin belirlenmesi sirasinda hedef bazinda harcama birimlerince
belirlenen risk igtahinin onaylanmasindan,

Farkli idarelerle ortak ele alinmasi gereken risklerin yonetiminde o idarelerin iist yoneticileri
ile is birligi ve koordinasyon saglanmasindan,

Idare Risk Koordinatorii ve IKIYK tarafindan kendisine sunulan rapor ve bildirimlerin
degerlendirilmesinden,

Kurumsal risk yonetimi uygulamalar1 konusunda I¢ Denetim Birimi’nden makul giivence
almmasindan ve risklerin etkili yoOnetilip yOnetilmedigine iliskin  sonuglarin
degerlendirilmesinden,

Kurumsal risk yonetimi yaklagiminin uygulanmasi sirasinda belirlenen risklere yonelik izleme
ve degerlendirme toplantilar1 yapilmasindan, bu toplantilarda risklerin izlenmesi ve
raporlanmasi siireglerinin etkili ve verimli yonetilip yonetilmediginin degerlendirilmesinden,
Risk yonetimi takviminin onaylanmasindan,

Risk yonetimi uygulamalarinin Bakanlik i¢inde etkin islemesi i¢in gorevlendirilen ¢alisma
ekiplerinin ve c¢aliganlarin rol ve sorumluluklarinin onaylanmasindan,

Risk yonetimi kapsaminda Bakanlik icinde diizenlenecek egitimlerin igeriklerinin ve
katilimcilarinin degerlendirilmesinden ve onaylanmasindan,

Risklerin izlenmesi ve raporlanmasi mekanizmalarinin Bakanlik i¢inde etkin yonetilmesinden,
Faaliyet raporuna eklenen risk yonetimi uygulamalarina iliskin 6zet bilgilerin
degerlendirilmesinden ve onaylanmasindan,

I¢ ve dis denetim raporlarinda yer alan bilgilerin degerlendirilmesinden ve risk yd&netimi
kapsamina alinacak bilgilerin belirlenmesinden,

Kurumsal risk yoOnetiminin uygulanmasi sirasinda belirlenen risklere yonelik izleme ve
degerlendirmenin gergeklestirilmesinden, risklerin izlenmesi ve raporlanmasi siireglerinin
etkin yonetilmesinden, RADIUS araciligiyla risk envanterinin belirli dénemlerde gézden
gecirilmesinden, degerlendirilmesinden ve onaylanmasindan sorumludur.
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1.2. i¢ Kontrol izleme ve Yonlendirme Kurulu (IKIYK)

¢ Kontrol Izleme ve Yonlendirme Kurulu, Strateji Gelistirme Baskanligi'min bagl oldugu Bakan
Yardimcist ve merkez teskilati harcama birim amirlerinden olusur. Ihtiyag¢ duyulmas: halinde
toplantilara iist yoneticinin gorevlendirecegi diger kisiler davet edilebilir. IKIYK’nin sekretarya
hizmetleri Strateji Gelisme Baskanlig1 (SGB) tarafindan yiiriitiiliir. I¢ Kontrol Izleme ve Yonlendirme
Kurulu;

o Risk Strateji Belgesi taslaginin olusturulmasindan ve degerlendirilmek iizere iist yOneticiye
sunulmasindan,

e Kurumsal risk yonetimi uygulamalarinin Bakanlik i¢inde etkili bir bigimde islemesi igin
gorevlendirilen calisma ekiplerinin ve ¢alisanlarin rol ve sorumluluklarinin belirlenmesinden,
s6z konusu rol ve sorumluluklarin iist yoneticinin onayina sunulmasindan ve Risk Strateji
Belgesine aktarilmasindan,

e Kurumsal risk yonetimi takviminin olusturulmasindan, iist yoneticinin onayina sunulmasindan,
ilgililere duyurulmasindan ve takvimde belirlenen ¢alismalarin gergeklestirilmesinden,

e Kurumsal risk yonetimine yonelik egitim ihtiyaclarinin tespit edilmesinden, egitim
iceriklerinin ve katilimcilarinin belirlenmesinden ve iist yoneticiye sunulmasindan,

o Kurumsal risk yonetimi adimlarinin Bakanlik icerisinde uygulanmasina yonelik ¢alisanlari
tesvik etmekten,

o Stratejik amac¢ ve hedeflere ulasilmasi etkileyebilecek risklerin belirlenecegi ve
degerlendirilecegi calistaylarin yapilmasini tesvik etmekten,

e Kurumun hedefleri bazinda ortak risk algisi géz oOnilinde bulundurularak belirlenen risk
istahlarinin degerlendirilmesinden,

e Stratejik amacglar ve hedefler seviyesinde belirlenen ve degerlendirilen risklerin gézden
gecirilmesinden ve nihai hale getirilmesinden,

e Idare Risk Koordinatorii tarafindan bildirilen riskler arasindan stratejik diizeyde 6nemli
gordigii riskleri giindemine almaktan,

e Farkhi idareler veya birimler tarafindan belirlenen risklerden birbiriyle ilgili olanlarin
degerlendirilmesinden,

e Stratejik ama¢ ve hedeflere iliskin risklere yonelik alinacak kararlarin belirlenmesinden,
belirlenen kararlarin gézden gegirilmesinden ve nihai hale getirilmesinden,

o Risklere yonelik alinacak kararlarin belirlenmesi asamasinda iist yonetici tarafindan
degerlendirilmesi gereken risklerin IRK tarafindan iist yoneticiye bildirilmesinden ve iist
yonetici degerlendirmelerinin ¢alismalara dahil edilmesinden sorumludur.

1.3. Idare Risk Koordinatérii (IRK)

08.05.2025 tarihli ve 321745 sayili Bakanlik Makam Olur’u ile Idare Risk Koordinatérii (IRK) olarak
Strateji Gelistirme Baskani gérevlendirilmistir. Idare Risk Koordinatérii, risk ydnetiminin
uygulanmasindan iist yoneticiye karsi sorumludur. Idare Risk Koordinatérii;

e Kurumsal risk yonetimi yaklagimimin etkili bir bigimde uygulanip uygulanmadigina dair
degerlendirmelerde bulunmaktan,

e Birim, faaliyet ve siire¢ risklerine iliskin olarak Birim Risk Koordinatorleri tarafindan
bildirilen risklerden stratejik seviyede ele alinmasi gerekenleri IKIYK ve iist ydneticiye
sunmaktan,

e Birim Risk Koordinatérleri tarafindan bildirilen stratejik risklerden yola ¢ikarak “Kurumsal
Risk Yonetimi Takip Raporu”nu hazirlamaktan; bu raporu IKiYK ve Ust Yénetici’ye
sunmaktan,

e Ust yonetici adina kurumsal risk yonetimi yaklasimmnin uygulanmasi sirasinda belirlenen
risklere yonelik izleme ve degerlendirme toplantilar1 yapilmasindan, bu toplantilarda risklerin
izlenmesi ve raporlanmasi siireglerinin etkili ve verimli yonetilip yonetilmediginin
degerlendirilmesinden,
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Stratejik seviyede ele alinmasi gereken risklere yonelik alinacak kararlarin belirlenmesi
asamasinda {ist yonetici tarafindan degerlendirilmesi gereken risklerin iist yoneticiye
bildirilmesinden,

Belirlenen risklerin ve ilave kontrol faaliyetlerinin diger idarelerle iliskili olmasi durumunda
gerekli koordinasyonun saglanmasi i¢in list yoneticiyi bilgilendirmekten,

Kurumsal risk yonetimine yonelik egitim ihtiyaclarimin tespit edilmesinden, egitim
igeriklerinin ve katilimcilarinin belirlenmesi ve iist yoneticiye sunulmasinin koordine
edilmesinden,

IKIYK’nin goriisleri, tavsiyeleri ve kararlarina iliskin BRK’lere geri bildirim saglamak ve
Bakanligin risk yonetim siireglerinin tutarli olmasi konusunda gerekli 6nlemleri almaktan,
Kurum hedefleri bazinda ortak risk algisi goz oOniinde bulundurularak belirlenen risk
istahlarinin degerlendirilmesini koordine etmekten sorumludur.

1.4. Birim Risk Koordinatorleri (BRK)

08.05.2025 tarihli ve 321745 sayili Bakanlik Makam Olur’u ile Bakanligimiz merkez teskilat birimleri
harcama yetkilileri Birim Risk Koordinatorii olarak gorevlendirilmistir. Birim Risk Koordinatorleri;

Birimin hedeflerini etkileyebilecek risklerin tespit edilmesini koordine etmekten ve rehberlik
saglamaktan, tespit edilen risklerin alt birimlerin bilgi ve uzmanliklarindan yararlanarak
faaliyetleri ile eslestirmekten ve tiim 6nemli konularin ele alinmasini saglamaktan,

Birimin hedeflerine iliskin risklerden stratejik amag¢ ve hedeflerle ilgili olan ve stratejik
seviyede ele alinmasi gerekenleri belirlemek ve IRK’ya bildirmekten,

Risk kayitlarinin gozden gegirilmesinden ve IRK’ya raporlanmasindan,

Alt Birim Risk Koordinatorlerinin (ARK) raporladiklari risklerin birim diizeyinde
izlenmesinden, mevcut risklerdeki degisiklikleri ve varsa yeni riskleri degerlendirerek IRK’ya
raporlanmasindan,

Yillik olarak, daha 6nce belirlenmis veya yil igerisinde ortaya ¢ikabilecek risklerin iyi yonetilip
yonetilmedigine dair kanitlarin IRK’ya sunulmasindan,

IRK ve IKIYK’nin goriisleri, tavsiyeleri ve kararlar1 dogrultusunda varsa ARK’lara geri
bildirim saglanmasindan,

Kurumsal risk yonetimiyle ilgili egitim ihtiyag¢larinin tespit edilmesinden sorumludur.

1.5. Alt Birim Risk Koordinatorleri (ARK)

Alt Birim Risk Koordinatorleri, Bakanligimiz merkez teskilat birimlerinde gorev yapan Daire
Baskanlaridir. Teftis Kurulu Baskanligi, Enerji Verimliligi ve Cevre Dairesi Baskanligi, Tabii
Kaynaklar Dairesi Bagkanligi, Bilgi Islem Dairesi Baskanligi, Basin ve Halkla Iliskiler Miisavirligi,
Ozel Kalem Miidiirliigii ve I¢ Denetim Birimi Baskanligi'nda ise harcama yetkililerinin belirledigi
kisilerdir. Alt Birim Risk Koordinatorleri;

Risklerin birim diizeyinde izlenmesinden ve birimiyle ilgili diger tiim risk faaliyetlerinin
ylriitiilmesinden,

Alt birim diizeyindeki risklerin tespit edilmesi, degerlendirilmesi, cevap verilmesi, gbzden
gecirilmesi ve raporlanmasi gérevlerinin yerine getirilmesinin koordine edilmesinden,
Bakanligin risk stratejisine uygun olarak alt birimin faaliyetlerine ait yeni tespit edilen riskleri,
risk puant degisenleri ve bunlar1 azaltmakta kullanilan kontrollerin etkinliginin gozden
gecirilmesinden,

IRK tarafindan talep edilen bilgi ve belgelerin verilmesinden sorumludur.
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1.6. i¢ Kontrol ve Risk Koordinatérleri

05.03.2025 tarihli ve 32832 sayili Resmi Gazete'de yayimlanan Kamu I¢ Kontrol Yénetmeligi'nin 19
uncu ve 20 nci maddelerinde yer alan hiikiimler geregince Alt Birim Risk Koordinatorlerinden biri
(Genel Midiirliiklerde Daire Baskani, diger merkez teskilati birimlerimizde Harcama Yetkilisinin
belirledigi personel) I¢ Kontrol ve Risk Koordinatorii olarak gérevlendirilmistir.

I¢c Kontrol ve Risk Koordinatérleri;

I¢ kontrol ve risklere iliskin calismalar1 yonlendirmekten,
SGB ile koordinasyonu saglamaktan sorumludur.

1.7. Risk Cahisma Grubu (RCG)

Risk Calisma Grubu Uyeleri;

Bakanligimizin risk yonetim siireclerinin tiim birimlerde esgiidiim halinde yiiriitiilmesini
teminen stratejik amag ve hedeflere yonelik riskleri belirlemekten,

Risklere yonelik alinacak tedbirleri ve ilave kontrol faaliyetlerine iliskin bilgilerin konsolide
edilmek iizere SGB'ye gonderilmesinden,

SGB koordinasyonunda Risk Strateji Belgesine iligskin izleme ve raporlama faaliyetleri
kapsaminda talep edilen bilgileri SGB'ye gondermekten,

Gergeklestirilecek egitimlere ve risk yonetimi ¢alistaylarina gorev yerini temsilen katilim
saglamaktan,

Bakanligimiz stratejik planinin hazirlanmasi ¢alismalarini koordine eden Stratejik Planlama
Ekibi birlikte caligsarak stratejik yonetim ve kurumsal risk yOnetimi siireglerinin esgiidiim
halinde yiiriitiilmesinden,

Calistiklar1 birimlerin birim, siire¢, faaliyet risklerinin ve bu risklere iligkin kontrol
faaliyetlerinin belirlenmesi, bu risklerden kurumsal risk seviyesine taginacaklarin tespiti ve
SGB koordinasyonunda yiiriitiilecek diger i¢ kontrol ¢alismalarina katkida bulunmaktan,
Strateji Gelistirme Baskanlig1 ile diizenli bir sekilde bilgi ve belge paylagiminda bulunarak
uyum icinde caligip, verilecek egitimlere ve koordinasyon toplantilarina aktif katilim
saglamaktan sorumludur.

1.8. Cahsanlar

Yeni ortaya ¢ikan ve degisen riskleri tanimlamak, iletmek ve bunlara cevap vermek suretiyle
birimlerinde risk yonetimi siireglerine dogrudan katkida bulunmaktan,

Gorev alanindaki riskleri, Bakanlik tarafindan belirlenen yetki ve sorumluluklari ¢ergevesinde
yiiriitmekten,

Gorev alanindaki risklerin yonetilmesi kapsaminda gerekli bilgileri ilgililere saglamaktan
sorumludur.

1.9. Strateji Gelistirme Baskanhgi

Bakanligimizin risk yonetimi siireglerinin tim birimlerde esglidim halinde islemesini
saglamak iizere teknik destek ve rehberlik hizmeti verilmesinden,

Risk yonetimine iliskin ¢caligmalar1 koordine etmek ve i¢ kontrol sisteminin degerlendirilmesi
kapsaminda “Kurumsal Risk Y6netimi Takip Raporu”nu IKIYK’ya sunulmak iizere konsolide
etmekten,

I¢ kontrol sisteminin degerlendirilmesi kapsaminda risk y&netiminin etkinligini de
degerlendirerek belirli donemlerde IKIYK’ya raporlanmasindan,

IKIYK’nin ve IRK’nin sekretarya hizmetlerini yiiriitmekten,

Stratejik plan hazirlik siireci caligmalarinda stratejik ama¢ ve hedeflere yonelik olarak
yapilacak risk yonetimi ¢alistaylarinin koordine edilmesinden,
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o Stratejik amag¢ ve hedeflere yonelik c¢alistaylarda belirlenen risklerin, degerlendirme
sonuglarinin, riske yonelik alinacak kararlarin ve ilave kontrol faaliyetlerine iligkin bilgilerin
konsolide edilmesinden,

e Harcama birimlerinde yiriitilen i¢ kontrol c¢aligmalart sonucunda tespit edilen ve
Bakanligimizin stratejik amag ve hedeflerine ulagsmasini etkileyebilecek seviyede olan birim,
siireg ve faaliyet seviyesindeki risklerin stratejik amag¢ ve hedeflere yonelik calistaylarda
degerlendirilmesinden, risk envanterinin goézden gecirilerek Birim Risk Koordinatorleri
tarafindan yapilan revizyonlarin konsolide edilmesinden ve Kurumsal Risk Yonetimi Takip
Raporunun IKIYK’ya sunulmasindan sorumludur.

1.10. I¢ Denetim Birimi

I¢ denetim, kurumsal risk yonetimi siireglerinin etkinligini degerlendirmek ve gelistirmek amacina
yonelik sistemli, siirekli ve disiplinli bir yaklasim uygulayarak Bakanligimizin amaclarina ulasmasina
yardimci olur.

1.11. Hazine ve Maliye Bakanhg I¢ Kontrol Merkezi Uyumlastirma Birimi

Ic Kontrol Merkezi Uyumlastrma Birimi (IKMUB); ulusal ve uluslararast iyi uygulamalar
dogrultusunda, risk yonetimine iliskin genel standartlarin ve ilgili diger diizenlemelerin
belirlenmesinden, uygulamanin izlenmesi ve gelistirilmesinden, idareler arasinda koordinasyonun
saglanmasindan sorumludur.

1.12. Dis Denetim (Sayistay)

5018 sayili Kamu Mali Yonetimi ve Kontrol Kanunu ile 6085 sayili Sayistay Kanunu kapsaminda risk
yOnetimini de iceren i¢ kontrol sistemi Sayistay denetimine tabidir.
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DORDUNCU BOLUM

1. Hiikiim Bulunmayan Haller

Bu belgede hiikiim bulunmayan hallerde 5018 sayili Kamu Mali Yo6netimi ve Kontrol Kanunu ve ilgili
mevzuat hiikiimleri ile Hazine ve Maliye Bakanligi Kamu Kurumsal Risk Yonetimi Rehberi esas alinir.

2. Yiriirlik
Bu belge iist yonetici onayi1 ile yiirtirliige girer.
3. Egitim Takvimi ve Icerigi

Bakanlhigimiz yoneticileri ve ¢alisanlarina verilecek kurumsal risk yonetimi egitimleri ile kurumsal risk
yOnetimi siirecinde gorev alacak yonetici ve personele verilecek egitimlerin igerikleri ve egitim takvimi,
Strateji Gelistirme Bagkanliginin rehberligi ve koordinesinde, i¢ kontrol ve risk koordinatorleri ile risk
caligma grubuna ve birimlerden gelen taleplere gore isletilir.

Egitimin igerigi; Kurumsal Risk Yonetimi yaklasimi, Risk Strateji Belgesinin kapsami, risklerinin
belirlenmesi, giincellenmesi, 6l¢eklendirilmesi, dnceliklendirilmesi, izlenmesi, raporlanmasi ve ilgili
konulardir.

4. Kurumsal Risk Yonetimi Calisma Takvimi

2025 Eyliil : Risk Calisma Grubu I¢in Kurumsal Risk Yonetimi Egitimi
2025 Aralik  : RADIUS araciligiyla risklerin degerlendirilmesi

2026 Nisan : RADIUS araciligiyla risklerin izlenmesi ve yonetim izlemesi kapsaminda 2025 yil
risk raporlarmin IKIYK’ya sunulmasi

2026 Eyliil . Stratejik risk envanterinin gézden gecirilmesi, tespit edilen yeni risklerin ve degisen
risklerin degerlendirilmesi

2027 Mart . Stratejik risk envanterinin gézden gegirilmesi, tespit edilen yeni risklerin ve degisen
risklerin degerlendirilmesi, 2026 y1l1 risk raporlarmin IKIYK’ya sunulmasi

2027 Eylil: Stratejik risk envanterinin goézden gegcirilmesi, tespit edilen yeni risklerin ve degisen
risklerin degerlendirilmesi

2028 Mart . Stratejik risk envanterinin gdzden gecirilmesi, tespit edilen yeni risklerin ve degisen
risklerin degerlendirilmesi, 2027 y1l1 risk raporlarmin IKIYK’ya sunulmasi

2028 Eyliil : Stratejik risk envanterinin gézden gegirilmesi, tespit edilen yeni risklerin ve degisen
risklerin degerlendirilmesi

2029 Mart : Stratejik risk envanterinin gézden gecirilmesi, tespit edilen yeni risklerin ve degisen
risklerin degerlendirilmesi, 2025-2028 Kurumsal Risk Degerlendirme Raporunun IKiYK’ya ve Ust
Yoneticiye sunulmast
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